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1.0 Purpose  

The ONE® ID Policy allows the use of alternative registries and the managed Registration 

processes of Registering Client Organizations to validate Registrant identities for the ONE® ID 
service.  This Standard sets out the conditions for accepting Registration information from and 

approving the use of an alternative registry or Registration process that is managed by a 

Registering Client Organization. 

2.0 Objectives 

The following are the objectives of this Standard: 

 Leverage Registration processes and systems already developed by health sector 

or other approved organizations to expedite and reduce the administrative 

burdens of Registration for the ONE® ID service. 

 Ensure that the use of an alternative registry or a Registration process managed 

by a Registering Client Organization meets the requirements in the ONE® ID 

Policy. 

3.0 Scope 

3.1 Application of Standard 

This Standard applies to all alternative registries and Registration processes managed by 

Registering Client Organizations that is leveraged for ONE® ID Registration. 

3.1.1 General 

This Standard also applies to the following: 

 All organizational components and personnel of eHealth Ontario (the “Agency”), 

including executives, employees, consultants and contract employees with 

responsibilities related to the use of an alternative registry or a Registration process 

that is managed by a Registering Client Organization. 

 Application Owners who have authorized the use of an alternative registry or 

Registration process managed by a Registering Client Organization. 

 Client Organizations. 

3.1.2 Processes 

This Standard applies to all processes, whether manual or automated (electronic), related to 

the use of approved alternative registries and Registration processes managed by Registering 

Client Organizations for ONE® ID Registration, including: 
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 Processes designed to allow the one-time Registration and enrolment of multiple 

Registrants; 

 Processes designed to allow one-at-a-time Registration of individual Registrants; 

 Processes designed to update or maintain Registrant information. 

3.1.3 Relationship to the ONE®ID Policy  

This Standard is incorporated by reference into the ONE®ID Policy. 

4.0 Responsibilities 

4.1 Approval 

4.1.1 Authority 

 
This Standard is issued under the authority of the Senior Director, Integrated Solutions & 

ServicesSenior Director, Integrated Solutions & Services, eHealth Ontario. 

4.1.2 Revision, Review and Approval 
 

This Standard follows the Agency’s coordinated method for the revision, review and approval of 

Agency policies and standards. 

4.1.3 Effective Date 
 

This Standard is effective on the date set for its publication, and on the date(s) set as it may be 

amended from time to time. 

4.2 Administration and Interpretation 

4.2.1 Responsibility 

 
The Senior Director, Integrated Solutions & Services, is responsible for the administration and 

interpretation of this Standard. 

4.2.2 Interpretation 

 

This Standard shall be interpreted in accordance with the provisions of the ONE®ID Policy. 

4.2.3 Exceptions and Waivers 

 

The Senior Director, Integrated Solutions & Services, is responsible for making all decisions 

regarding Clients’ requests for exceptions or waivers to the requirements herein. 
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Any Client who seeks an exemption from the requirements in this Standard shall submit a 

written application to the Agency, which shall include reason(s) for the request.  The Agency 

shall review all applications and determine whether a waiver may be granted on a case-by-case 

basis.  
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5.0 Alternative Registries 

5.1 General 

An alternative registry contains a list of Registrants whose identity has been validated by the 

registry owner. In order to facilitate or expedite ONE® ID Registration, the Agency may rely on 

the identity information in an alternative registry to validate Registrants’ identity.  An 

alternative registry is developed or managed by an organization that: 

 Is not a Health Information Custodian; and 

 Demonstrates a documented and verifiable relationship with an acknowledged health 

sector regulatory body, administrative agency or other health sector organization 

designated by the Agency. 

5.2 Conditions of Use 

5.2.1 General 

The use of an alternative registry may be proposed by the Agency, an Application Owner or a 

Client Organization.  An alternative registry may only be used to Register individuals. 

An alternative registry must: 

 Identify Registrants using processes and systems that have been reviewed and 

approved by the Agency as being comparable or equivalent to those used by ONE® ID; 

and 

 There have been no changes to the identity information in the alternative registry. 

5.2.2 Formal Review 

The Agency must conduct a formal review of the policies, processes and systems used to 

validate the identity of individuals in an alternative registry.  For further requirements, see 

sections 5.3 to 5.5. 

5.2.3 Approval 

The Senior Director, Integrated Solutions & Services, must approve the use of an alternative 

registry. 

5.2.4 Responsibilities of Registry Owner 

Prior to the use of an alternative registry, the registry owner must: 

 Agree to its use by the Agency; 
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 Demonstrate that it has the necessary authority, personnel and technical resources to 

allow sharing of registry information; 

 Assist in the Agency’s review by providing the documentation or other information 

needed; 

 Respond to any recommendation made by the Agency regarding remedial action needed 

to address any gaps identified by its review; 

 Agree to advise the Agency of any changes to its Registration policies, practices and 

systems; and 

 Designate one or more contact person(s) for purposes related to the use of the 

alternative registry. 

5.2.5 Personal Information 

The collection, recording, use and disclosure of Personal Information from an alternative 

registry to the Agency must comply with the provisions of applicable eHealth Ontario policies 

and Laws and Regulations, including the Personal Health Information Protection Act and 
Freedom of Information and Protection of Privacy Act, as they may be amended from time to 

time. 

5.3 Registry Review 

5.3.1 Review Process 

The Agency may collect information about an alternative registry through one or more 

processes, including: 

 Reviewing documentation supplied by the registry owner; 

 Interviewing persons knowledgeable about the operation of the registry (which may 

include the use of surveys and questionnaires);  

 On-site visits with the registry owner. 

5.3.2 Review Elements 

The mandatory review conducted by the Agency of an alternative registry may incorporate the: 

 Registration and identity management policies, practices and systems used by the 

registry owner, particularly in regards to the collection, recording and maintenance of 

the minimum mandatory identification information set out in the ONE®ID Policy; 

 Documentation or other evidence used by the registry owner to validate the identity 

information; 

 Use of any third-party or service provider in the collection or validation of identity 

information; 
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 Any manual or electronic means that transmit identity information from any third-

party to the registry owner; 

 Any manual or electronic means that shall be used to transmit the identity information 

from the registry owner to the Agency; and 

 Privacy and security safeguards that exist to protect the identity information in the 

registry. 

5.3.3 Review Results 

After its review, the Agency may: 

 Approve an alternative registry for general use in validating identity for ONE® ID; 

 Issue a limited approval of the registry (or any part thereof) restricting its use to 

validating identity for specific times, services, etc.; or 

Note: If the registry (or any part thereof) is approved for restricted uses, the identities 

established must not be used for any other purpose. 

 Make recommendations to the registry owner, e.g. regarding improvements or 

enhancements to the registry (or any part thereof). 

5.3.4 Response to Reviews 

The Agency shall give the registry owner a reasonable opportunity to respond to the review 

before it is finalized. 

5.3.5 Review Frequency 

The Agency may repeat the review from time to time upon reasonable notice. 

 The Agency must repeat the review if, at any time, it is advised or otherwise detects 

that significant changes have been made to the policies, practices or systems used for 

the alternative registry. 

5.4 Levels of Assurance 

5.4.1 Alternative Registry 

Based on its review, the Agency shall assign a Level of Assurance to the alternative registry 

corresponding to the requirements of the various levels of assurance as defined in the ONE®ID 

Policy. 



 

 

Document Version: 1.0 Sensitivity: Medium Page 7 

Document ID: 1807 

5.4.2 Registrants 

Registrants identified through the alternative registry shall be assigned the same Level of 

Assurance that was assigned to the registry. 

5.5 Registration Requirements 

5.5.1 Unique Identification 

The alternative registry must uniquely identify and assign a unique identifier to each 

individual whose identity it validates.   

5.5.2 Minimum Mandatory Identification Information  

The alternative registry must capture the minimum mandatory identification information 

specified in the ONE®ID Policy of the individuals being Registered.  

5.5.3 Identity Evidence 

The alternative registry must validate identity information using documentary or other 

evidence that is equivalent to that accepted for ONE® ID Registration.   

See Appendix B for a list of acceptable ONE® ID primary and secondary documents and the 

eHealth Ontario ONE® ID Identity Assurance Standard. 

5.5.4 Direct Interaction with Registrant 

For any Registration that requires an AL2 or AL3, as defined in the ONE®ID Policy, the 

alternative registry must include a direct, personal interaction between the registrar and 

Registrant, such as a face-to-face meeting or a reasonable equivalent. 

Identity validation may be completed as part of a direct interaction that is not exclusively 

conducted by the registry owner for the purpose of identity validation (e.g. hiring interview).   

However, the registrar must still confirm Registrants’ identities when collecting any Personal 

Information or before distributing credentials for the purpose of ONE® ID Registration. 

5.5.5 Registrant Participation 

All Registrants must participate personally in the Registration process of an alternative 

registry, in accordance with the ONE®ID Policy. 

5.6 Sponsorship 

Registrants whose identity is validated using an alternative registry must be sponsored in 

order to be enrolled in any Healthcare Application(s), including the ONE® ID service.  ONE® 
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ID sponsorship requirements apply in accordance with the ONE®ID Policy and, where 
applicable, the terms and conditions of the signed agreement between the registry owner and 

the Agency. 

5.7 Suspension and Termination 

5.7.1 General 

The use of an alternative registry may be suspended by the Agency, or terminated by the 

Agency or the registry owner with reasonable notice.  In the event of termination, the Agency: 

 shall not accept any additional identity information from the registry effective from the 

termination date. 

 may continue to use identity information collected from the registry prior to the 

termination date, provided that the registry had been approved for general use. 

5.7.2 Termination of Registration 

Registration in ONE® ID may be terminated by the Registrant or the Agency. 

Registry owners must advise the Agency of all Registrations that have been deleted from the 

registry. 

5.8 Audit Requirements 

An alternative registry must support auditability by identifying the: 

 Registration and identity management policies, practices and systems that are used to 

validate identity; 

 Unique identifier assigned to each individual. 

5.9 Enrolment 

The Agency shall be responsible for enrolling Registrants whose identities have been validated 

using an alternative registry in Healthcare Applications, in accordance with the requirements 

in the ONE® ID Policy.  
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6.0 Managed Registration Process of Registering Client 

Organizations 

6.1 General 

The Agency may review and approve the use of a managed Registration process that has been 

developed or is maintained by a Registering Client Organization in order to expedite or 

facilitate Registration for the ONE® ID service.  

A Registering Client Organization is any Client Organization that: 

i) Provides health care or assists in the provision of health care in Ontario;1 or 

ii) Is a Health Information Custodian.  

An approved managed Registration process may be used to validate individuals’ identity to an 

AL2 or higher without the need for a direct interaction (e.g. face-to-face meeting) with a LRA.  
This is based on the assumption that the requirements for AL2 have been previously met for 

individuals who have undergone the managed Registration process and therefore do not need to 

have their identity validated a second time by a LRA.  

The Registration record of Registrants in a Registration process that is managed by a 

Registering Client Organization is associated with their ONE® ID Registration record by a 
unique identifier (e.g. an employee ID or professional designation and license number). This 

association ties the ONE® ID account to the individual’s “real-world” identity established 

during the managed Registration process.    

                                              

 

 

 

 

1 A Client Organization may be considered to “assist in the provision of health care” where it 

demonstrates a documented and verifiable relationship with an acknowledged health sector regulatory 

body, administrative agency or other designated organization that is recognized by eHealth Ontario (the 

“Agency”). 
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6.2 Conditions of Use 

6.2.1 General 

 The use of a managed Registration process may be proposed by the Agency, an 

Application Owner or a Registering Client Organization. 

 A managed Registration process must be reviewed and approved by the Agency as 

being comparable or equivalent to the ONE® ID Registration process.   

 Only Registration processes managed by Registering Client Organizations may be 

used to validate identity for the ONE® ID service.   

 A Registration process managed by a Registering Client Organization may only be 

used for validating the identity of individuals affiliated with that Registering Client 

Organization. 

6.2.2 Formal Review 

The Agency must conduct a formal review of the policies, practices and systems used in the 

proposed managed Registration process.  For further requirements, see sections 6.3 to 6.5. 

6.2.3 Approval 

The ONE® ID Program must approve the use of a Registration process managed by a 

Registering Client Organization. 

6.2.4 Responsibilities of Registering Client Organizations 

Prior to the use of a managed Registration process, the Registering Client Organization must: 

 Agree to its use by the Agency; 

 Demonstrate that it has the necessary authority, personnel and technical resources to 

allow sharing of Registration information; 

 Assist in the Agency’s review by providing the documentation or other information 

needed; 

 Respond to any recommendation made by the Agency regarding remedial action needed 

to address any gaps identified by its review; 

 Agree to advise the Agency of any changes to its managed Registration process, 

including its Registration policies, practices and systems; 

 Designate one or more contact person(s) for purposes related to the use of its managed 

Registration process; and 

 Grant LRAs the information and access required to fulfill their responsibilities. 
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6.2.5 Personal Information 

The collection, recording, use, and disclosure of Personal Information from the managed 

Registration process of Registering Client Organizations to the Agency must comply with the 
provisions of applicable eHealth Ontario policies and Laws and Regulations, including the 

Personal Health Information Protection Act and Freedom of Information and Protection of 

Privacy Act, as they may be amended from time to time. 

6.3 Review of Managed Registration Process  

6.3.1 Review Process 

The Agency may collect information about the managed Registration process of Registering 

Client Organizations through one or more processes, including: 

 Reviewing documentation supplied by the Registering Client Organization; 

 Interviewing persons knowledgeable about the operation of the managed Registration 

process (which may include the use of surveys or questionnaires); 

 On-site visits at the Registering Client Organization. 

6.3.2 Review Elements 

The mandatory review conducted by the Agency of the Registration process managed by a 

Registering Client Organization may incorporate the: 

 Registration and identity management policies, practices and systems used by the 

Registering Client Organization, particularly in regards to the collection, recording and 

maintenance of the minimum mandatory identification information set out in the 

ONE®ID Policy; 

 Documentation or other evidence used by the Registering Client Organization to 

validate the identity information; 

 Use of any third-party or service provider in the collection or validation of identity 

information; 

 Any manual or electronic means that transmit identity information from any third-

party to the Registering Client Organization; 

 Any manual or electronic means that will be used to transmit the identity information 

from the Registering Client Organization to the Agency;  

 Privacy and security safeguards that exist to protect the identity information in the 

registry; 

 Any manual or electronic means that is used to transmit the identity information from 

the Registering Client Organization to the Agency; and 

 Privacy and security safeguards that exist to protect identity information. 

Note:  
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Registering Client Organizations must notify the Agency if a process other than its managed 
Registration process is used for certain individuals or categories of individuals (e.g. part-time 

employees, contractors, co-op students).   In such cases, the Agency shall review all 

Registration processes used by the Registering Client Organization and may prescribe different 

requirement(s) for the respective processes.  

6.3.3 Review Results 

After its review, the Agency may: 

 Approve the Registration process managed by a Registering Client Organization for 

general use in validating identity for ONE® ID; 

 Issue a limited approval of the Registration process managed by a Registering Client 

Organization (or any part thereof) restricting its use to validating identity for specific 

times, services, etc.; or 

Note: If the registry (or any part thereof) is approved for restricted uses, the identities 

established must not be used for any other purpose. 

 Make recommendations to the Registering Client Organization, e.g. regarding 

improvements or enhancements to the managed Registration process (or any part 

thereof). 

6.3.4  Response to Reviews 

The Agency shall give a Registering Client Organization a reasonable opportunity to respond to 

the review before it is finalized. 

6.3.5 Review Frequency 

The Agency may repeat the review from time to time upon reasonable notice. 

 The Agency must repeat the review if, at any time, it is advised or otherwise detects 

that significant changes have been made to the policies, practices or systems used 

within the Registration process managed by a Registering Client Organization. 

6.4 Levels of Assurance 

6.4.1 Managed Registration Process 

Based on its review, the Agency shall assign a Level of Assurance to the Registration process 

managed by a Registering Client Organization corresponding to the requirements of the 

various levels of assurance as defined in the ONE®ID Policy. 
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6.4.2 Registrants 

Individuals whose identity is validated through the Registration process managed by a 

Registering Client Organization shall be assigned the same Level of Assurance that was 

assigned by the Agency to that Registering Client Organization. 

6.5 Registration Requirements 

6.5.1 Unique Identification 

The Registration process managed by a Registering Client Organization must uniquely identify 

the individuals whose identity it validates.  

6.5.2 Minimum Mandatory Identification Information  

The Registration process managed by a Registering Client Organization must capture the 

minimum mandatory identification information specified in the ONE®ID Policy of the 

individuals being Registered. 

6.5.3 Identity Evidence 

The Registration process managed by a Registering Client Organization must validate identity 

information using documentary or other evidence that is equivalent to that accepted for ONE® 

ID Registration.   

See Appendix B for a list of acceptable ONE® ID primary and secondary documents and the 

eHealth Ontario ONE® ID Identity Assurance Standard. 

6.5.4 Direct Interaction with Registrant 

For any Registration that requires an AL2 or AL3, as defined in the ONE®ID Policy, the 

Registration process managed by a Registering Client Organization must include a direct 

personal interaction between the registrar and the Registrant, such as a face-to-face meeting or 

a reasonable equivalent. 

Identity validation may be completed as part of a direct interaction that is not exclusively 

conducted for the purpose of identity validation (e.g. hiring interview).   

However, the registrar must still confirm Registrants’ identities when collecting any Personal 

Information or before distributing credentials for the purpose of ONE® ID Registration. 

6.5.5 Registrant Participation 

All Registrants must participate personally in the Registration process managed by a 

Registering Client Organization, in accordance with the ONE®ID Policy. 
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6.5.6 ONE® ID Registration Responsibilities of LRA 

In order to Register individuals in ONE® ID whose identity has been validated using the 

Registration process managed by a Registering Client Organization, a LRA must: 

 Validate that the individual has actually undergone the managed Registration process;   

 Still confirm Registrants’ identities when collecting any Personal Information or before 

distributing credentials for the purpose of ONE® ID Registration; and 

 Record the identifier used by the Registering Client Organization to uniquely identify 

the individual in its managed Registration process (e.g. employee number).  This 

identifier may be accepted at face value, provided that the individual’s affiliation with 

the Registering Client Organization (e.g. employment) is confirmed as set out in section 

6.5.7. 

Note:  

Registration (as part of the Registration process managed by a Registering Client 

Organization) may be performed by any authorized individual(s) appointed by the Registering 

Client Organization.    

6.5.7 Documentary Evidence  

In order to Register an individual in ONE® ID, a LRA must confirm that the individual being 

Registered has a documented and verifiable relationship with the Registering Client 

Organization (e.g. regular full-time employee).   

Only documentary evidence may be accepted for this purpose (e.g. a current photo employee ID 

card, badge, token).  Such documentary evidence may be presented by the individual, or be 

obtained from or confirmed by the Registering Client Organization, provided that: 

 It appears to be a genuine document or evidence that has been issued by the 

Registering Client Organization and valid at the time of Registration; and  

 Indicates that the Registrant has a recognizable and accepted affiliation with the 

Registering Client Organization. 

Note: 

Documentary evidence from a Registering Client Organization may include: 

 Written/email confirmation; 

 An entry in its HR database or organizational directory; or 

 Other equivalent evidence (subject to ONE® ID Program approval). 

One piece of such documentary evidence obtained directly from a Registering Client 

Organization would be sufficient.  



 

 

Document Version: 1.0 Sensitivity: Medium Page 15 

Document ID: 1807 

Documentary evidence presented by the individual being Registered must be held to a higher 
standard than that obtained directly from a Registering Client Organization.  For example, 

only photo ID employee cards would be accepted from an employee, but a letter or email 

confirming employment directly from an authority within the Registering Client Organization 

may be accepted.  

6.6 Sponsorship 

Registrants whose identity is validated using the managed Registration process of Registering 

Client Organizations must be sponsored in order to be enrolled in any Healthcare 

Application(s), including the ONE® ID service.  ONE® ID sponsorship requirements apply in 
accordance with the ONE®ID Policy and, where applicable, the terms and conditions of the 

signed agreement between the Registering Client Organization and the Agency. 

6.6.1 Sponsorship Responsibilities of Registering Client Organizations 

The sponsorship responsibilities of a Registering Client Organization are distinct from its 

responsibilities as the owner of its managed Registration process.   

6.7 Suspension and Termination  

6.7.1 General 

The use of the Registration process managed by a Registering Client Organization may be 

suspended by the Agency, or terminated by the Agency or the Registering Client Organization 

with reasonable notice.  In the event of termination: 

 The managed Registration process shall not be used to confirm the identity of any 

additional Registrant as of the termination date. 

 The Agency may continue to use identity information collected prior to the termination 

date provided that the managed Registration process had been approved for general 

use. 

6.7.2 Termination of Registration 

Registration in ONE® ID may be terminated by the Registrant or the Agency. 

Registering Client Organizations must advise the Agency of all terminated Registrations under 

its managed Registration process. 

6.7.3 Status of Registering Client Organization 

The Agency may suspend or revoke a Client Organization’s status as a Registering Client 

Organization in the following circumstances:  
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 There has been a change in the corporate structure of the Registering Client 

Organization (e.g. it is merged or split into one or more organization(s)); 

 The Agency learns or has reason to believe that the managed Registration process of 

the Registering Client Organization has changed since the time of the review by the 

Agency. 

Upon the occurrence of any of the above, the Registering Client Organization must notify the 

Agency and must obtain new approval before its managed Registration process could be used 

for the purpose of ONE® ID identity validation.   

6.8 Audit Requirements 

The Registration process managed by a Registering Client Organization must support 

auditability by identifying the: 

 Registration and identity management policies, practices and systems that are used to 

validate identity; 

 Unique identifier assigned to individuals. 

6.9 Enrolment 

The Agency shall be responsible for enrolling Registrants whose identities have been validated 

using the Registration process managed by a Registering Client Organization in Healthcare 

Applications, in accordance with the requirements in the ONE® ID Policy. 
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Appendix A:  Glossary 

Term Description 

Application Owner An organization that provides or hosts one or more Healthcare 

Applications that are made available over the Agency’s information 

infrastructure to one or more Client Organizations.  

Client 

or 

Client Organization 

Any organization, which includes Registering Client Organizations, that 

has entered into any form of agreement with the Agency for accessing 

and using one or more Healthcare Applications.  

Healthcare Application The various electronic health information or information management 

and technology services the Agency provides to a Client and used by a 

Client pursuant to an agreement. 

Laws and Regulations All statutes, regulations, codes, ordinances, decrees, rules, municipal by-

laws, judicial, arbitrable, administrative, ministerial, departmental, or 

regulatory judgments, orders, decisions, rulings, or awards enacted or 

promulgated by any regulatory body pursuant to any statutory authority 

or requirements and, in all cases, applicable, binding, and enforceable in 

Canada. 

Level of Assurance The degree of confidence that can be placed in the Registration (identity 

validation) or Authentication of an individual. 

Personal Information Has the same meaning as in the Freedom of Information and Protection 

of Privacy Act [Section 2 (1)]. 

Registering Client 

Organization 

Any Client Organization that: 

i) Provides health care or assists in the provision of health care in 

Ontario; and  

ii) Is a Health Information Custodian, as defined in the Personal 

Health Information Protection Act.   

Registrant An individual affiliated with a Client who, or which, has or requires 

access to one or more Healthcare Applications. 

Register 

or 

Registration 

The process by which a unique electronic identity and associated Level 

of Assurance is established for a Registrant.   
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Appendix B: Primary and Secondary Identity Documents 

This section sets out a list of the documents that are accepted by ONE® ID as primary or 

secondary documents, and in some cases, a description of the document. Primary documents 
require individuals to prove their identity using more stringent criteria; secondary documents 

are issued by an institution that has been approved by eHealth Ontario. 

Primary Documents 

Acceptable Primary Identity Documents 

1 Birth Certificate issued by a Canadian Province or Territory 

2 Canadian Certificate of Birth Abroad 

3 Canadian Certificate of Indian or Metis Status 

4 Canadian Permanent Resident Card 

5 Certificate of Canadian Citizenship (paper document or plastic card, 

excluding commemorative issue) 

6 Certification of Naturalization (paper document or plastic card, excluding 

commemorative issue) 

7 Citizenship Identification Card issued by a foreign jurisdiction where these 

exist (e.g., Mexico, Europe) 

8 Confirmation of Permanent Resident (IMM 5292) 

9 CANPASS (A Remote Area Border Crossing permit allowing the bearer to 

cross into Canada at certain remote areas without reporting to a port of 

entry as long as imported goods are declared.) 

10 Nexus (A cross-border express pass available to low-risk individuals who 

have passed a stringent Canadian and American security check, including 

a fingerprint biometric, photograph, and personal interview with 

immigration officials. In order to maintain this pass, the individual must 

reapply every two years.) 

11 Firearm Registration License 

12 Permanent Resident Card (i.e., Maple Leaf Card) 

13 Driver’s License (including graduated driver’s license) 

14 Canadian Passport (currently valid) 

15 A valid Passport issued by a foreign jurisdiction 

16 Statement of Live Birth from Canadian Province (Certified Copy) 

17 Immigration Canada – Refugee Claimant ID Document 
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Secondary Documents 

 

Acceptable Secondary Identity Documents 

1 Any document listed as an Acceptable Primary Identity Document except 

for the Primary Identity Document being recorded in the Registration 

Management System. 

2 Old Age Security Card 

3 Certificate issued by a government ministry or agency (e.g., Marriage, 

Divorce, Adoption) 

4 Canadian Convention Refugee Determination Division Letter 

5 Canadian Employment Authorization 

6 Canadian Minister’s Permit 

7 Canadian Immigrant Visa Card 

8 Canadian Student Authorization 

9 Record of Landing (IMM 1000) 

10 Document showing the Registration of a legal change of name accompanied 

by evidence of use of prior name for the preceding 12 months. 

11 Current Registration Document from the College of a Health Profession 

under the Regulated Health Professions Act, 1991. (Audiology and Speech-

Language Pathology, Chiropody, Chiropractic, Dental Hygiene, Dental 

Technology, Dentistry, Denturism, Dietetics, Massage Therapy, Medical 

Laboratory Technology, Medical Radiation Technology, Medicine, 

Midwifery, Nursing, Occupational Therapy, Opticianry, Optometry, 

Pharmacy, Physiotherapy, Psychology, and Respiratory Therapy) 

12 Current Professional Association License/Membership Card (for any 

Regulated Health Profession, including the following: Association of 

Ontario Midwives, Denturist Association of Ontario, Nurse Practitioner 

Association of Ontario, Ontario Association of Medical Radiation 

Technologists, Ontario Association of Naturopathic Doctors, Ontario 

Association of Orthodontists, Ontario Association of Speech Language 

Pathologists and Audiologists, Ontario Chiropractic Association, Ontario 

Dental Association, Ontario Medical Association, Ontario Nurses 

Association, Ontario Opticians Association, Ontario Pharmacists” 

Association, Ontario Physiotherapy Association, Ontario Podiatric Medical 

Association, Ontario Society of Chiropodists, Ontario Society of Medical 

Technologists, Registered Nurses Association of Ontario, Registered 

Practical Nurses Association of Ontario, or Respiratory Therapy Society of 

Ontario) 

13 Federal, Provincial, or Municipal Employee Card 

14 Current Employee Card from a Client Organization 
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Acceptable Secondary Identity Documents 

15 Union Card 

16 Other Federal ID Card, including Military 

17 Ontario Ministry of Natural Resources Outdoors Card 

18 Judicial ID Card 

19 Student Identification Card 

20 BYID Card (Formerly Age of Majority Card) 

21 CNIB Photo Registration Card 

22 Canadian Police Force Identification Card 

23 Identification Card issued under the Blind Persons Rights Act  

 

Unacceptable Documents 

The following two documents cannot be used for identity verification during the 

Registration process due to legal or statutory regulations. 

Unacceptable Secondary Identity Documents 

1 Health Cards 

2 Social Insurance Cards 

 

 


